
CRISTIE RECOVERY ASSURANCE CR
Cristie Recovery Assurance CR, powered by Predatar, automates recovery testing and deep malware 
scanning across your storage environment, giving you complete confidence in your ability to recover 
business-critical data in the event of a cyber-attack.
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AI-POWERED THREAT DETECTION:

Using AI technology, Predatar hunts down 
and analyses potential cyber threats to 
keep your digital assets safe.

RANSOMWARE RECOVERABILITY FOR:
Rubrik, IBM Spectrum Protect, Cohesity & Veeam

AUTOMATED RECOVERY TESTING:

Ensure your data’s resilience with 
automated recovery testing, effortlessly 
verifying the effective restoration of vital 
business information in the event of a 
cyber-attack.

DEEP MALWARE SCANNING:

Our advanced scanning technology 
thoroughly checks your system for 

malware, catching even the trickiest threats 
to boost your resiliency.

MALWARE CLEANING:

Patented CleanRoom technology helps 
remove threats from your backups, to 

ensure that your data is free of malware if 
ever you need to recover it.

Supported for:



Capabilities

1. START YOUR JOURNEY TO CYBER RESILIENT BACKUP AND 
RECOVERY

Perfect for enterprise infrastructure and security teams looking to kick-start their journey towards cyber 
resilient backup and recovery, Predatar Insights & Cyber Grading reveals important intelligence about the 
health and resiliency of your backup environment.

2. RECOVERY CONFIDENCE STARTS WITH TOTAL BACKUP SUCCESS

Built for enterprise infrastructure teams, Predatar Backup Analytics & Automation makes it easier than 
ever to understand your backup environment, resolve hidden issues and achieve complete backup 
success.

3. FIND, INTERROGATE AND ELIMINATE CYBER THREATS IN YOUR 
BACKUPS

Built for enterprise security and infrastructure teams, Predatar Cyber Recovery Orchestration continually 
finds and removes recovery risks to give you complete confidence in your ability to recover quickly, 
cleanly and completely.

• See what matters most - See all of your most critical backup and recovery information quickly with 
Predatar’s intuitive, widget-based analytics dashboard and stay on top of new issues with Predatar IQ 
live alerts.

• Get top marks for cyber recoverability - Understand your cyber recovery posture at any moment in 
time. By monitoring the status of 26 data points across every backup node, Predatar calculates a live 
A+ to F grade of your recoverability based on cyber resiliency best-practices.

• Drill down to understand issues quickly - Slice and dice your backup data like never before with 
Predatar’s Data Explorer. See your environment in new ways to discover new insights, and drill into 
the issues you uncover to understand them and how to resolve them.

Supported for:
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